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Both the CernVM File System (CVMFS) and the Frontier Distributed Database Caching System (Frontier)
distribute centrally updated data worldwide for LHC experiments using http proxy caches. Neither system
provides privacy or access control on reading the data, but both control access to updates of the data and can
guarantee the integrity of the data transferred to clients over the internet. CVMFS has since its early days
required digital signatures and secure hashes on all distributed data, and recently both CVMFS and Frontier
have added X509-based integrity checking. In this paper we detail and compare the security models of CVMFS
and Frontier.
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