
Central suspension + token 
based workflows



Background

• The EGI CSIRT currently has the capability to centrally suspend a DN 
through the NGI Argus network

• This is an essential capability, and one that we need to consider in the 
context of token based workflows

• Gives also an opportunity to take a step back and consider what we 
really need



Topics for discussion

• Who needs to be involved in this work as stakeholders?
• There is clearly a technical component and a policy component
• Would be ideal to have broad uptake for mechanisms if not procedures

• How best to effect a central suspension mechanism when using 
tokens?

• There is continuing work on sharing threat intelligence in different 
communities
• How do these areas interact/overlap?


