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▪ Fingerprint (hash) of document(s) and 

optionally signatures is stored 

▪ impossible to derive the original 

document from the hash value only
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• Is the applicant allowed to access
and use the resource? 

• If yes, under which conditions?

• Is it allowed to apply search and retrieval tools to
allow finding the resource? 

• Does the resource contain sensitive data?

• Is the applicant allowed to use the
discovery service? 
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