
070320-WLCG Monitoring Phonecon 
Tuesday, March 20, 2007 
3:59 PM 
  
  
Date and Location ------------------------- 

  
Tuesday, March 20, 2007 
4:00 PM - 6:00 PM 
  

  
Attendees  --------------------------------- 

James, Ian Neilson, Digamber Sonvane, 
Emir Imamagic, Anthony Wilson, Sergio Fantinel, 
Julia Andreeva, Piotr, Luigi 
  

Apologies 
Steve Fisher, Gidon Moont, Dave Colling (all at Gridpp18) 

  
Subject ------------------------------------- 

  
Documents from developers. 
James: Starting a list at 
https://twiki.cern.ch/twiki/bin/view/LCG/GridServiceMonitoringDescriptions.  Should 
we consider the legacy "LCG" services 
Emir : We should cover LCG CE/RB too since they're still the mains one used. 
  
  
Monitoring for Managers document 
  
Sergio:  What is after the proof of concept ? 
  
James: After we do the site monitoring part, then we will look at the grid publisher that takes monitoring 
out of the fabric system, and publish it out to the grid. 
  
German:  We need to assume that the monitoring system can give you out low-level data, and that there 
are plugins into the particular underlying systems, and then a standard to publish out. 
  
We should talk in the document about how to move information out of the site. 
  
Sergio: GridICE as a possibility for the Grid Publisher? 
  
Sonvane:  GridView does all the summarisation already, and can do this. 
  
James:  But it's in the wrong place.  We need to do this locally. 
  
Emir:  Can we run it locally? 
  
Sonvane:  That can be done. 
  
Luigi - Feedback from JRA1 

o Generally positive.  Got 8.  Waiting on WMS. 
o Developers didn't quite get Category B -  maybe they didn't read the accompanying 

document. 
  

James:  Can you follow up with the developers? 
  
DataExchangeFormat Document 
  
Emir:  These means we're not secure? 
  
Piotr:  currently protocol is HTTP. 
  
James: Does anyone know if there is clients who want data to be kept secure? 

https://twiki.cern.ch/twiki/bin/view/LCG/GridServiceMonitoringDescriptions


  
German:  We need to check if there is any sensitive information that could be an attack vector.  Perhaps 
security people should come up with a policy. 
  
Ian:  JSPG are working on a service level policy. 
  
Sergio: We want to hide the functionality about our site.  Only a few things like hostname, rpm list are too 
high. 
  
Ian: Julia, what do you do in exp. Dashboards. 
  
James:  So document is ok - for work, we want SAM to publish this, and a site to pull it. 
  
Sergio: An item on the exposing of data in the VO level - I don't see a problem if the VO wants to do this 
… 
  
Ian: Not sure if we can do this, due to security policies - can a user sign it's right away for it's identity to 
be published on an anonymous interface. 
  
  
Next meeting in 2 weeks ( April 3rd) 
___________________________________________________________________
___________ 
  


