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What?! Another password manager - Why??
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I break my laptop a lot …

I’ve broken 4 laptops in the last 3 years.

Rice is often no match for a cup of tea 
under your screen.

Insurance has typically saved me :)

Repeatable paying for a new computer is 
far less irritating for me than having to 
actually set one up.
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I have found most of the magic tricks for setting up 
a fresh laptop

Every time you run typically find 
that: 
a) Something is broken 

b) Something is missing

If you are really lucky, then both!

Credentials (api & ssh keys) were 
typically always a pain.
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Pass lets you manage credentials as encrypted files

✱ Each credential is a gpg encrypted file.

✱ ~/.password-store is commitable with the rest of 
~/.dotfiles. 

Modifying a password is an atomic action that is tracked in git.

✱ Multiline data is supported using --multiline or 
-m.

SSH and API key support ✅

✱ Passwords can be generated using /dev/urandom.

✱ Passwords are easily accessible from scripts.

pass -c domain.com/auth
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For the next accident…

Setting up a new machine then requires:

✱ Importing GPG key from a third-party 
backup. This can not be git.

✱ Cloning .dotfiles, which now includes 
both config and credentials files.

✱ Running setup scripts / ansible 
playbooks with pass ansible plugin
These decode credentials / ssh keys and place in their 
proper directories.


