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Open Cloud Mesh

Abstract

Open Cloud Mesh is a server federation protocol that is used to notify a Receiving Party that they have been
granted access to some Resource. It has similarities with authorization flows such as OAuth, as well as with
social internet protocols such as ActivityPub and email.

Open Cloud Mesh only handles the necessary interactions up to the point where the Receiving Party is
informed that they were granted access to the Resource. The actual resource access is then left to protocols
such as WebDAV and others.

Status of This Memo

This Internet-Draft is submitted in full conformance with the provisions of BCP 78 and BCP 79.

Internet-Drafts are working documents of the Internet Engineering Task Force (IETF). Note that other groups
may also distribute working documents as Internet-Drafts. The list of current Internet-Drafts is at
https://datatracker.ietf.org/drafts/current/.

Internet-Drafts are draft documents valid for a maximum of six months and may be updated, replaced, or
obsoleted by other documents at any time. It is inappropriate to use Internet-Drafts as reference material or
to cite them other than as "work in progress."

This Internet-Draft will expire on 19 May 2025.
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Share Creation Notification
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Exchange Code for Token
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THINGS TO ADD

/ocm-provider to /.well-known/ocm
protocol as keyed object Iin share
webdav-uri path In share
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group shares, federation shares
enforce-mfa
nttpsig message signing
code flow




