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Next steps in file sync and share security
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One of the main benefits of an on premise file sync and share solutions is the enhanced security it provides.
This talks gives and overview over the latest security threats and hardenings. Examples of threats are current
cross site scripting, DDoS and Spamming attacks and the consequences of insecure browser extensions. The
talks showcases how the Nextcloud project is challenging this issues but also points out how other products
and projects can benefit from improved security features and hardenings. Examples include new technologies
like same site cookies and content security policy v3.
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