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Entanglement Distillation Protocols (EDP)

Entanglement distillation protocols are used to distill a maximally entangled state, e.g. a perfect Bell-pair $|\phi^+\rangle = (|00\rangle + |11\rangle)/\sqrt{2}$, from several noisy copies via local operations and classical communication.

Figure: The left figure illustrates recurrence-type protocols, e.g. [1, 2] whereas the right figure depicts hashing protocols [3].
The hashing protocol [3] is an entanglement distillation protocol that

- operates on an asymptotic large ensemble of \( n \) i.i.d. Bell-pairs
- assumes that each initial state is a two qubit density operator \( \rho \) diagonal in the Bell-basis
- outputs deterministically a fraction \( m = n(1 - S(\rho)) \) of systems in the \( |\phi^+\rangle \) state in the asymptotic limit of \( n \)

Figure: One round of hashing operates on the whole ensemble via local operations and classical communication.
Noisy measurement-based hashing

Figure: If there is noise, gate-based hashing fails $\Rightarrow$ use measurement-based hashing [4]. The red vertexs correspond to input qubits whereas green vertexs to the output qubits of the resource state. We assume that local depolarizing noise (LDN) acts on those qubits identical and independent. Ellipsis indicate Bell-measurements.
Figure: Left: Eve distributes the initial states via a noisy quantum channel to the participants. All participants are connected via classical authenticated channels. Right: Proposed overall protocol
The ideal map $\mathcal{F}$ and the confidentiality criterion

**Figure**: Illustration of the ideal map $\mathcal{F}$: Internally it runs the real map $\mathcal{E}$ and depending on whether the protocol succeeds it replaces the final state after hashing with the asymptotic state. This abstracts the distillation protocol as a process.

The EDP $\mathcal{E}$ is defined to be confidential if $\|\mathcal{E} - \mathcal{F}\|\diamond \leq \varepsilon$, see [5].
Confidentiality of noiseless hashing

Figure: The figure illustrates the real map $\mathcal{E}$ and the ideal map $\mathcal{F}$ ⇒ we only need to concern the ok-branch!

We compute $\| (\mathcal{E} - \mathcal{F}) (\rho \otimes n^{+kn}) \|_1 \leq \varepsilon_H$ where $\varepsilon_H \in O(\exp(-n^{3/5}))$ and we find via the post-selection technique [6] that

$$\| \mathcal{E} - \mathcal{F} \|_\diamond \leq 4g_{n+kn,d} \sqrt{\max_{\sigma_{AB}} \| (\mathcal{E}^h - \mathcal{F}^h) (\sigma_{AB} \otimes n^{+kn}) \|_1} \leq 4g_{n+kn,d} \sqrt{\varepsilon_H}$$

where $g_{n+kn,d} = (\frac{n+kn+d^2-1}{n}) \leq (n + kn + 1)^{d^2-1}$. 
Confidentiality of noisy hashing

Figure: The figure shows the basic principle how we move the noise of the resource states to one side [7].
⇒ modify parameter estimation.

So we conclude

\[ \| \mathcal{E}^\alpha - \mathcal{F}^\alpha \|_\diamond = \| \mathcal{N}^\alpha \circ (\mathcal{E}^{\alpha - \text{in}} - \mathcal{F}^{\alpha - \text{in}}) \|_\diamond \leq \| \mathcal{E}^{\alpha - \text{in}} - \mathcal{F}^{\alpha - \text{in}} \|_\diamond = \| \mathcal{E} - \mathcal{F} \|_\diamond. \] (1)
Figure: Illustration of the standard quantum repeater scheme [8, 9]: short-distance Bell-pairs get purified by recurrence-type distillation protocols and combined via entanglement swapping to establish long-distance Bell-pairs in a nested fashion.
Quantum repeater via hashing protocol

Figure: Quantum repeater based on measurement-based hashing [10]: We divide the channel into $N$ segments, each comprising several Bell-pairs. The repeaters couple their parts of the Bell-pairs to the resource states (hashing protocol + entanglement swapping) simultaneously.
The global fidelity relative to $m = n(1 - S(\rho) - 2\delta)$ systems in the $|\phi^+\rangle$ state for $N$ segments satisfies

$$F \geq (1 - \alpha \exp(-\beta n\delta^2))^N \approx 1 - N\alpha \exp(-\beta n\delta^2)$$

where $\alpha, \beta$ are constants depending on the initial pairs and $\delta$ is tunable parameter vanishing in the large $n$ limit.

The overhead $O$ of the protocol reads as

$$O = 2(1 - S(\rho) - 2\delta)^{-1}.$$ 

$\Rightarrow$ is independent of $N$ and approaches a constant for the limit of large $n$! (which is in contrast to the standard repeater schemes)
Quantum repeater via hashing protocol

Figure: The figures show the results for $N = 100$ segments and 1% i.i.d. LDN acting on the resource states. Left: scaling of the global fidelity. Right: yield of protocol, i.e. the fraction of purified output pairs and noisy input pairs.
Quantum repeater via hashing protocol

We highlight the advantages of the quantum repeater via hashing as follows:

- **Deterministic** implementation
- **Constant** local overhead
- **Parallel** generation of several Bell-pairs
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