From OCM API Specifications
,Provider knows the consumer (both endpoint and user) when it creates a share with the consumer (also see

#26). How this is known is not part of this spec”

Current Nextcloud Implementation shares all users between federated, or, trusted” servers
LDAP Backend pulls all users, even those who do not use the Service

This means, names of people are shared without their agreement or knowledge
bwSync&Share disables user lookp completely

Question: How is this handled so far under the aspect of data protection?

Possible Solutions
Currently at HZB (wip): Searchability by group membership (github issue 18609)
con: Group management needed, federation without groups useless
Not really a federated environment but just externals from AAI working on local instance
Default GDPR solution: user opt in
on service level?
S&S instances need to use an authentication model where users are only added after they log in once and
agree to ToS
Opt-out, and following deprovisioning must be possible



https://github.com/GEANT/OCM-API
https://github.com/GEANT/OCM-API/issues/26
https://github.com/nextcloud/server/issues/18609

